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LEADERSHIP AND ORGANISATIONAL CULTURE 
 
Leadership is defined as the ability to inspire and motivate others to work willingly toward achieving organizational 
goals. It involves influencing and mobilizing people to collectively achieve outcomes that individuals alone cannot 
accomplish. 
 

Inspiration 
Strategic goals require collaboration between senior management and employees. Leaders inspire and motivate teams 
by aligning collective efforts toward shared objectives. Research on influence tactics, particularly by Yukl et al. (1993), 
highlights methods such as: 

• Rational persuasion: Using logic and reason to influence others. 
• Inspirational appeals: Motivating based on employees' values and ideals. 

 
These approaches are more effective than coercive authority. Leaders succeed when they inspire a shared vision that 
resonates with their workforce. 
 

Power in Leadership 
Leadership inherently involves the use of power, which can be categorized into two dimensions:  

1. Socialized Power: Aimed at helping others achieve their goals, fostering organizational success.  
2. Personalized Power: Directed toward self-serving interests, often leading to negative outcomes. 

 
Historical examples, such as the autocratic leadership style of the Duke of Wellington or the unethical behaviour of 
Kenneth Lay at Enron, demonstrate the consequences of misused personalized power. Leaders must reflect on their 
power sources, which are typically organizational and positional rather than personal, ensuring power is used ethically 
for the organization’s benefit. 
 
French and Raven (1959) identified five bases of power: 

• Reward Power: Offering incentives for compliance. 
• Coercive Power: Using threats or punishment. 
• Legitimate Power: Authority derived from position. 
• Expert Power: Leveraging specialized knowledge or skills. 
• Referent Power: Influence through charisma or personality. 

 
Effective leadership blends legitimate, expert, and referent power, fostering trust and collaboration.  
 

Leadership vs. Management 
Leadership and management are distinct yet overlapping roles.  

• Leadership focuses on vision, inspiration, and ethical guidance. It is about “doing the right thing.”  
• Management involves operational control and “doing things right.”  

 
The Latin root of management, "manus" (hand), highlights its operational nature. Leadership, by contrast, is about 
showing the way. Mintzberg (1973) identified 10 managerial roles, with leadership being one of them. While 
management ensures efficiency, leadership provides vision and purpose. 
 

Leadership at All Levels 
Leadership is not confined to top executives. It occurs at various organizational levels:  

• Divisional or functional leaders inspire their teams. 
• Front-line managers play a pivotal role in translating policies into actionable steps.  
• Leadership qualities may also emerge from individuals without formal authority, as seen in the leadership 

displayed by Tom Crean during Antarctic exploration. 
 
The University of Bath studies (Purcell, 2004) emphasize the importance of front-line managers in connecting 
organizational policies to employees’ day-to-day work. 
 
 
 
 
 



Failures in Leadership and Governance 
Failures in leadership, often marked by ethical breaches and governance issues, have had far-reaching consequences. 
Examples include corporate scandals like Enron, highlighting the misuse of power for personal gain. These failures 
demand: 

• Greater openness and accountability in leadership. 
• Ethical training to develop leaders who prioritize organizational and stakeholder interests.  

 
The societal deference to authority figures, particularly in contexts like Ireland, has historically shielded powerful 
individuals and institutions from criticism. The Murphy Report (2009) calls for external oversight and accountability, 
stressing that no institution or individual should be immune to scrutiny. 
 

Future of Leadership 
Modern leadership requires: 

1. Ethical behaviour and accountability. 
2. Transparency in decision-making. 
3. Inclusive approaches that recognize the impact of leadership decisions on a wide range of stakeholders.  

 
In the future, organizations must prioritize developing leadership qualities that emphasize ethical power use, 
openness, and a commitment to stakeholder well-being 
 

Trait Theories of Leadership 
Historically, leadership was believed to stem from innate qualities, reinforcing the idea that leaders are born, not made. 
Early studies identified traits such as intelligence, self-confidence, and goal-driven behaviour as distinguishing leaders 
from followers. For instance, Stogdill (1948) noted five key traits: intelligence, dominance, self-confidence, energy, and 
task-relevant knowledge. However, these traits alone were insufficient predictors of effective leadership.  
Key limitations of trait theory include: 

• Difficulty in measuring traits objectively. 
• Leadership perceptions varying by culture and individual expectations.  
• Influence of culturally bound leadership prototypes. 

 
Modern research recognizes the importance of nurturing leadership traits through development programs. For 
example, organizations like General Electric (GE) provide leadership training to cultivate traits such as honesty, 
forward-thinking, and competence. 
 

Emotional Intelligence and Leadership 
Daniel Goleman (1995, 2002) linked emotional intelligence (EI) to leadership effectiveness, emphasizing the ability to 
understand and manage emotions. EI is not innate but can be developed over time with effort. Goleman identified five 
components of EI: 

1. Self-awareness: Recognizing one’s emotions and their impact on others. 
2. Self-regulation: Controlling impulses and adapting to change with integrity. 
3. Motivation: Pursuing goals with enthusiasm and persistence. 
4. Empathy: Understanding others’ emotions and considering them in decision-making. 
5. Social skill: Building relationships and networks to foster teamwork. 

 
EI enhances a leader’s ability to inspire and connect with employees. However, debates continue about the validity and 
measurability of EI as a leadership predictor. 
 

Cultural Intelligence 
Cultural intelligence (CQ), as defined by Earley and Mosakowski (2004), builds on emotional intelligence by addressing 
cultural differences. CQ involves understanding and adapting to diverse cultural norms, critical in today’s multicultural 
workplaces. It includes three components: 

1. Cognitive: Learning about different cultural norms. 
2. Physical: Adopting cultural habits and behaviours. 
3. Emotional/Motivational: Willingness to embrace and relate to other cultures. 

 
CQ prevents misunderstandings, fosters inclusivity, and is essential for leaders managing diverse teams or operating in 
global markets. 
 



ORGANISATIONAL CULTURE 
Organisational culture refers to the unique identity of an organisation, encompassing shared assumptions, beliefs, 
values, and observable behaviours. It defines how people within an organisation interact, work, and perceive their 
environment. Charles Handy (1999) likens organisations to societies, each with distinct atmospheres, energy levels, and 
ways of functioning. 
 
Edgar Schein, a prominent researcher, defines organisational culture as a set of shared assumptions developed by a 
group to solve problems of external adaptation and internal integration. These assumptions, deemed valid, are taught 
to new members as the appropriate way to think, feel, and behave. 
 

Three Levels of Organisational Culture (Schein’s Model)  
Schein’s model explains organisational culture as existing on three levels, which are often compared to the layers of an 
iceberg: 
 

1. Artefacts (Visible Level): 
o Definition: Artefacts are the observable, tangible elements of culture, such as stories, rituals, office 

layouts, logos, and dress codes. 
o Significance: These elements represent the visible expression of an organisation's culture but may not 

provide complete insight into deeper beliefs. 
o Limitation: Interpreting artefacts alone is risky, as personal biases may distort their meaning.  

 
2. Espoused Beliefs and Values (Partially Visible Level): 

o Definition: These are the consciously articulated principles that guide decision-making and behaviour 
within the organisation. They provide meaning and comfort to members, helping them address 
challenges. 

o Application: Espoused values are often used to train new employees on acceptable behaviours.  
o Limitation: There may be discrepancies between espoused values and actual behaviours or other 

artefacts within the organisation. 
 

3. Basic Assumptions (Invisible Level): 
o Definition: Over time, shared beliefs and values evolve into deeply ingrained assumptions. These 

assumptions become implicit, taken-for-granted guides for behaviour. 
o Characteristics: Basic assumptions are: 

▪ Difficult to observe directly. 
▪ Non-debatable and deeply entrenched in the organisational fabric.  
▪ Resistant to change, as they guide how members perceive reality.  

o Impact: When challenged, members may respond with defensiveness or denial, underscoring the 
power of these assumptions. 

 

Organisational Culture as an Onion 
Trompenaars and Hampden-Turner (1998) compare culture to an onion, emphasizing its layered nature: 

• Outer Layer: Artefacts (visible symbols and behaviours). 
• Middle Layer: Espoused beliefs and values (conscious principles). 
• Core Layer: Basic assumptions (implicit and subconscious drivers). 

 

Challenges in Understanding Culture 
1. Complexity: Culture exists on multiple levels, making it difficult to fully comprehend.  
2. Interpretation Risks: Artefacts can be misinterpreted, and espoused values may not always align with 

behaviours. 
3. Resistance to Change: Basic assumptions are deeply rooted, creating challenges for transformation.  

 
 
Organisational culture is a deeply ingrained system of shared assumptions, values, and behaviours that shapes an 
organisation's identity and operation. Understanding culture requires examining its layers—artefacts, espoused 
beliefs, and basic assumptions—while acknowledging its complexities and potential for resistance to change. Schein’s 
iceberg model provides a robust framework for analysing organisational culture, enabling leaders to navigate and 
influence it effectively 
 



What is the Balanced Scorecard? 
The Balanced Scorecard is a strategic framework developed by Robert Kaplan and David Norton in 1992. It enables 
organisations to measure and manage performance across multiple dimensions, ensuring alignment with both financial 
and strategic goals. Unlike traditional financial metrics, the Balanced Scorecard incorporates leading indicators, which 
help predict future performance, offering a more comprehensive and forward-looking approach. 
 
The Balanced Scorecard achieves this by combining both qualitative and quantitative measures across four key 
perspectives: 

1. Customer Perspective – Understanding customer satisfaction and expectations. 
2. Internal Perspective – Streamlining internal processes to meet customer needs.  
3. Innovation and Learning Perspective – Enhancing future readiness through innovation and continuous 

improvement. 
4. Financial Perspective – Ensuring financial health and delivering returns to stakeholders. 

 

Key Perspectives of the Balanced Scorecard 
1. Customer Perspective 

o Focus: Understanding how customers perceive the organisation and whether products/services meet or 
exceed expectations. 

o Importance: Customer satisfaction is critical for business survival and growth.  
o Metrics: Examples include customer satisfaction scores, Net Promoter Score (NPS), and repeat 

customer rates. 
2. Internal Perspective 

o Focus: Identifying and optimising internal systems and processes to deliver value to customers.  
o Importance: Internal efficiency and operational excellence directly affect customer satisfaction and 

organisational performance. 
o Metrics: Measures might include cycle times, quality control metrics, and employee productivity rates.  

3. Innovation and Learning Perspective 
o Focus: Preparing for the future by improving processes, developing new products, and adapting to 

market changes. 
o Importance: Sustained success requires anticipating and meeting evolving customer demands and 

market conditions. 
o Metrics: Innovation rate, R&D investment, training hours per employee, and employee retention rates.  

4. Financial Perspective 
o Focus: Monitoring the financial health and profitability of the organisation.  
o Importance: Financial performance is essential for stakeholder satisfaction and funding innovation.  
o Metrics: Examples include revenue growth, profit margins, ROI, and cash flow.  

 

Benefits of the Balanced Scorecard 
1. Holistic View: Integrates various dimensions of performance for a comprehensive evaluation. 
2. Alignment: Ensures that goals align with the organisation’s vision, mission, and strategy.  
3. Forward-Looking: Includes leading indicators that predict future performance, reducing reliance on lagging 

financial metrics. 
4. Decision-Making Support: Provides actionable insights, helping managers make informed decisions.  
5. Minimises Trade-offs: Prevents improvements in one area from negatively impacting another, ensuring a 

balance among key performance factors. 
 
Customising the Balanced Scorecard 
The Balanced Scorecard is not a one-size-fits-all tool. Each organisation must tailor it to: 

• Market Situations: Adapt to the competitive landscape and customer needs. 
• Strategies: Align with specific business objectives and goals. 
• Business Units: Reflect the unique operational and strategic priorities of different units.  

The Scorecard should be regularly updated to reflect changing circumstances while remaining consistent with the 
organisation’s long-term strategy. 
 
The Balanced Scorecard is a critical tool for modern organisations to manage performance comprehensively. By 
addressing customer satisfaction, internal processes, innovation, and financial health, it ensures that organisations 
remain competitive, adaptable, and aligned with their strategic vision. Through its multi-dimensional approach, it not 
only provides clarity on current performance but also prepares organisations to thrive in the future.  



CORPORATE SOCIAL RESPONSIBILITY 
 
Definition of CSR 

• European Commission (2011): CSR is the responsibility of enterprises for their societal impacts. Businesses 
should integrate social, environmental, ethical, and human rights concerns into core strategies, creating 
shared value for both stakeholders and shareholders. 

• Key Aspects: 
1. Collaboration with stakeholders. 
2. Identifying and mitigating adverse impacts on society and the environment.  
3. Focus on long-term sustainability and shared value creation. 

 

CSR aligns with the triple bottom-line effect (economic, social, and environmental returns). 
 

Strategic CSR: Key Frameworks 
1. Porter and Kramer (2011): 

o CSR creates shared value by enhancing competitiveness while advancing social and community well-
being. 

o Focus on intersections between the company’s value chain and societal needs to strengthen business 
performance. 

2. O’Higgins (2010): 
o CSR operates on a spectrum, from sceptical to engaged approaches. 
o The “engaged” quadrant emphasizes mutual interdependence with stakeholders and aligns financial 

and social performance in a virtuous cycle. 
 

Arguments in Favor of CSR 
1. Legal and Ethical Imperatives: 

o Laws often lag societal expectations. CSR ensures companies remain proactive, addressing ethical 
concerns and mitigating risks of future regulation. 

o Example: Advertising industry in Ireland adopts self-regulation to prevent stricter legislation (ASAI, 
2019). 

2. Moral Responsibility: 
o Businesses benefit from societal privileges like limited liability, infrastructure, and educated workforces. 

In return, they owe society responsible practices. 
o Davis (1973): The "Iron Law of Responsibility" warns that businesses failing to act responsibly will lose 

societal trust and power over time. 
3. Strategic Advantage: 

o CSR supports risk management, cost savings, innovation, and customer loyalty.  
o Companies addressing societal needs can avoid reputational damage and strengthen brand equity.  

4. Legitimacy and Social License to Operate: 
o Freeman (2010): CSR reinforces the legitimacy of businesses, ensuring continued societal support.  
o Without addressing environmental and societal impacts, businesses risk alienating stakeholders.  

 

CSR and Corporate Governance 
• CSR supports long-term business success, aligning with governance codes like the UK Governance Code (FRC, 

2018), which emphasizes prudent and sustainable management.  
• It addresses the gap between stakeholder management and broader social responsibilities, extending 

governance beyond compliance. 
 
 

Challenges and Debates Around CSR 
1. Critics of CSR: 

o Friedman (2002): Argued that business executives are not equipped to address societal issues, which 
should be left to governments. 

o Jensen (2002): Believed in profit maximization as the sole objective, dismissing managers' ability to 
balance conflicting goals. 

 
 



Porter’s Diamond: Understanding National Competitive Advantage 
Michael Porter’s Diamond Model provides a framework for understanding why certain nations and industries achieve 
sustained competitive advantages. By identifying key attributes of nations that foster competitiveness, the model 
helps businesses and governments enhance their global positioning. 
 

Key Components of Porter’s Diamond 
Porter’s Diamond is built on four interconnected attributes that contribute to a nation’s competitive advantage:  
1. Factor Conditions 

• Definition: These are the inputs required for production, such as natural resources, skilled labour, 
infrastructure, and capital. 

• Modern Perspective: Unlike traditional economic theory, Porter emphasizes that nations must create 
specialized factors (e.g., skilled labour or technological expertise) through sustained investment in education, 
R&D, and infrastructure. 

• Example: 
o Ireland: The focus on developing science and engineering talent and fostering third-level education 

aligns with the need for skilled human resources in industries like pharmaceuticals and technology.  
o Switzerland: Labor shortages post-WWII forced innovations in productivity, strengthening 

competitiveness. 
 
2. Demand Conditions 

• Definition: Refers to the nature and sophistication of domestic demand for products and services.  
• Significance: A demanding local market forces firms to innovate and meet high standards, preparing them for 

global competition. 
• Example: 

o Japan: The limited space in small apartments spurred the development of compact electronic devices, 
which later dominated global markets. 

o Ireland: While the domestic market is small, Irish companies like Kerry Group Plc leveraged local 
demand to refine their products for international markets. 

 
3. Related and Supporting Industries 

• Definition: Competitive local suppliers and supporting industries can provide cost-effective inputs, foster 
innovation, and facilitate close collaboration. 

• Significance: Geographic proximity strengthens communication and encourages joint innovation.  
• Example: 

o Italy: The footwear cluster thrives due to the synergy between shoe producers, leather manufacturers, 
and fashion designers. 

o Ireland: The global success of the Irish horse-breeding industry has supported the rise of related 
industries, such as horse feed manufacturing (e.g., Connolly’s ‘Red Mills’).  

 
4. Firm Strategy, Structure, and Rivalry 

• Definition: The way firms are organized, managed, and compete domestically shapes their global 
competitiveness. 

• Cultural Influence: Different national traits influence industry success: 
o Italy: Family-run companies excel in creative industries like fashion. 
o Germany: Hierarchical structures Favor precision industries like automotive and chemicals.  

• Significance of Rivalry: Intense local competition drives innovation, efficiency, and global competitiveness. 
Clusters, such as Silicon Valley, amplify this effect. 

• Example: 
o Ireland: Local rivalry among pharmaceutical companies in Cork has driven innovation and efficiency.  
o Silicon Valley: Geographic concentration of tech firms promotes constant innovation.  

 
 
 
 
 
 
 
 



Porter’s Diamond as a System 
• Porter’s four attributes reinforce each other and operate as a system. For example:  

o Domestic Rivalry drives demand for specialized factors, which boosts innovation in related industries.  
o Cluster Effects: Competitive industries often form geographic or value-chain-based clusters, such as 

Japan’s electronics or Ireland’s pharmaceuticals. 
• Role of Government: Governments should act as catalysts and challengers, focusing on: 

o Developing advanced factors (e.g., science graduates and R&D facilities). 
o Enforcing stringent product safety and environmental standards to drive innovation.  

 

Challenges and Limitations 
• Globalisation: Multinational corporations (MNCs) complicate the traditional diamond model. Many MNCs:  

o Headquarter in one country. 
o Conduct R&D elsewhere. 
o Source raw materials globally. 
o Manufacture in multiple locations. 
o For such firms, the traditional nation-based framework of Porter’s Diamond may oversimplify the reality 

of global operations. 
• Small Firms: While globalization challenges the model, most companies remain small and based in their home 

countries, making Porter’s Diamond relevant for understanding their competitiveness.  
 

Implications for Businesses and Governments 
1. Businesses: 

o Foster collaboration with local suppliers and competitors to drive innovation.  
o Embrace competition as a catalyst for improvement and global success.  
o Invest in upgrading internal capabilities, such as R&D and talent development.  

2. Governments: 
o Avoid propping up failing industries through subsidies or protectionism.  
o Prioritize funding for education, training, and R&D to develop specialized factors.  
o Regulate effectively to maintain safety and environmental standards, promoting domestic demand.  

 
 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



Strategic Group Mapping 
Strategic group mapping is a tool used to visually analyse competitive positioning among companies within an industry. 
By clustering companies with similar characteristics, such as pricing, product range, or geographic focus, it allows 
businesses to identify their direct competitors, evaluate market opportunities, and anticipate future competitive 
actions. 
 

Key Components of Strategic Group Mapping 
1. Definition: 

o A strategic group map is a graphical representation showing how companies in an industry compete 
based on specific variables. 

o It identifies clusters of companies that operate under similar strategies.  
2. Purpose: 

o To understand the competitive dynamics within an industry. 
o To identify direct competitors and less immediate threats. 
o To pinpoint areas of opportunity where competition is minimal. 

3. Variables for Mapping: 
o Price/Quality: High-quality premium products vs. low-cost offerings. 
o Geographic Scope: Local, regional, national, or global coverage. 
o Product Range: Narrow specialization vs. diversified offerings. 
o Distribution Channels: Online-only vs. multi-channel distribution. 

4. Steps in Strategic Group Mapping: 
o Choose Variables: Select two key variables that differentiate companies meaningfully.  
o Plot Companies: Position companies on a two-dimensional chart based on these variables. 
o Cluster Firms: Group companies with similar characteristics, and size the circles to represent their 

market share. 
o Analyse Results: Identify areas with intense competition or potential opportunities.  

 

Benefits of Strategic Group Mapping 
1. Understanding Competition: 

o Identifies direct competitors (companies in the same strategic group).  
o Reveals industry segments with less competition or untapped potential.  

2. Market Entry Insights: 
o New entrants can identify under-served segments or weakly contested strategic spaces. 

3. Strategic Adaptation: 
o Helps anticipate competitor moves and adjust strategies proactively. 
o Assesses competitive advantage by evaluating differentiation opportunities.  

4. Visualization of Market Dynamics: 
o Provides a clear picture of the industry structure at a given point in time.  

 

Key Success Factors (KSFs) 
Key success factors are the critical resources, capabilities, or conditions necessary for success in a given industry. They 
define what companies must do well to compete effectively.  
 
Characteristics of KSFs: 

1. Industry-Specific: 
o Vary across industries, e.g., branding and distribution in the food industry or cost efficiency in 

manufacturing. 
2. Customer-Centric: 

o Reflect what customers value most in a product or service. 
 
Examples of KSFs: 

• Brand Recognition: A well-known and trusted name (e.g., Coca-Cola in beverages). 
• Cost Efficiency: Minimizing costs to offer competitive pricing (e.g., Ryanair). 
• Innovation: Continuous improvement in products or services (e.g., Apple in technology).  
• Quality Control: Consistent delivery of high-quality products. 
• Customer Service: Outstanding support that builds loyalty. 
• Supply Chain Management: Ensuring reliability and efficiency in production and delivery.  

 



CAPABILITIES: FOUNDATIONS OF STRATEGIC SUCCESS 
 

Capabilities are the collective integration of resources and competences that enable an organisation to achieve its 
strategic objectives. They allow companies to respond effectively to opportunities and challenges in their external 
environment. This section delves into the key functional areas where capabilities reside, highlights their importance, 
and identifies overarching factors like knowledge management and cost competitiveness that integrate and 
strengthen organisational capability. 
 
 

1. Human Resource Management (HRM): Talent as a Strategic Asset 
HRM capabilities are essential because organisations depend on their people to create, execute, and sustain strategies.  
Key Elements of HRM Capability: 

1. Leadership: Strong leadership at all levels ensures that organisational vision aligns with operational execution. 
Leadership also fosters a culture that supports innovation, collaboration, and adaptability.  

o Example: A visionary CEO sets a clear strategic direction, while front-line supervisors ensure operational 
efficiency. 

2. Team Integration: The ability to hire the right talent and integrate them into teams is critical for productivity 
and employee satisfaction. 

3. Cultural Alignment: The cultural web (Johnson et al., 2017) provides insights into how organisational 
structures, rituals, and routines influence culture. Aligning culture with strategy ensures that employees work 
cohesively towards shared goals. 

4. Diversity and Adaptability: As workforces become more diverse, organisations must foster inclusivity while 
adapting to globalised business demands. 

Key Challenges: 
• Balancing automation with the human touch. 
• Maintaining productivity across domestic and multinational environments, given the divergence in productivity 

levels (e.g., foreign multinationals vs. domestic firms in Ireland).  
 
 

2. Financial Capability: Fuel for Strategic Execution 
Finance underpins strategic capability by enabling organisations to fund projects, manage risks, and sustain operations.  
Key Financial Considerations: 

1. Capital Structure: Balancing debt, equity, and retained earnings to optimise the cost of capital.  
o Example: Using debt for tax advantages while managing financial risk. 

2. Cash Flow Management: Ensuring liquidity to cover short-term liabilities, which is critical for organisational 
survival. 

o Case Example: The collapse of Carillion highlighted the dangers of poor cash flow management, leaving 
suppliers and subcontractors vulnerable. 

3. Investment Appraisal: Employing techniques like discounted cash flow (DCF) and return on capital employed 
(ROCE) to evaluate strategic options. 

4. Cost Control: Using tools like the value chain analysis to identify and control costs across the organisation. 
 
 

3. Marketing Capability: Customer-Centric Excellence 
Marketing capability ensures that organisations remain aligned with customer needs and market trends. 
Core Marketing Capabilities: 

1. Market Understanding: Analysing market segments and identifying customer needs through tools like 
segmentation, targeting, and positioning. 

2. Five Ps of Marketing: 
o Product: Developing offerings that meet customer needs. 
o Price: Competitively pricing products while ensuring profitability. 
o Place: Efficient distribution to reach customers. 
o Promotion: Communicating value effectively. 
o People: Engaging employees in delivering exceptional customer experiences.  

3. Customer Value: Shifting focus from market share to customer equity and lifetime value. Metrics like customer 
equity share gauge the true contribution of customers to organisational value. 

4. Brand Management: Building and maintaining strong brands as assets that foster loyalty and differentiation.  
 



YIELD MANAGEMENT 
Yield management is a critical technique for industries with fixed, perishable resources, such as airlines, hotels, and 
theatres. It combines information systems, pricing strategies, and customer segmentation to maximize revenue by 
optimizing the use of capacity and managing demand. 
 
Yield Management: The application of information systems and pricing strategies to maximize revenue from relatively 
fixed, perishable resources by anticipating and influencing consumer behaviour.  
 

Key Features of Yield Management 
1. Fixed, Perishable Capacity: 

o Industries like airlines, hotels, and event venues have a fixed number of seats, rooms, or tickets 
available within a specific time frame. Unsold capacity cannot be carried over for future use. 

o Example: An empty airline seat on a flight cannot generate revenue once the flight departs.  
2. High Fixed Costs and Low Variable Costs: 

o Yield management is most effective in industries where fixed costs (e.g., aircraft, hotel infrastructure) 
are significant and variable costs (e.g., fuel, cleaning) are relatively low. Every additional sale 
contributes directly to profit after breakeven. 

3. Demand-Based Pricing: 
o Differential pricing allows organizations to adjust prices based on demand patterns. Customers pay 

varying rates for the same service based on booking time, demand levels, or travel flexibility.  
4. Dynamic Real-Time Analysis: 

o Computer systems analyse historical and real-time data to forecast demand and optimize pricing. This 
includes identifying patterns in booking and customer behaviour to ensure maximum utilization of 
resources. 

5. Market Segmentation: 
o Customers are divided into distinct groups based on their needs and willingness to pay. For example:  

▪ Business travellers prioritize convenience and are less price-sensitive. 
▪ Leisure travellers are often price-sensitive and flexible with travel times. 

6. Shifting Demand: 
o Strategies such as offering discounts during off-peak periods or imposing minimum stay requirements 

redistribute demand, maximizing revenue during low-demand times. 
 

Applications of Yield Management 
1. Airlines: 

o Differential Pricing: Higher fares for last-minute bookings, lower fares for early bookings. 
o Segmentation: Business vs. leisure travellers. 
o Dynamic Adjustments: Price changes based on real-time seat availability. 

2. Hotels: 
o Pricing rooms higher during peak seasons/events and offering discounts during off-peak periods. 

3. Theatres/Concerts: 
o Tiered pricing based on seat location and demand for popular shows.  

4. Car Rentals: 
o Adjusting rental rates based on availability, seasonality, and booking time.  

 

Benefits of Yield Management 
1. Revenue Maximization: 

o Optimizing prices ensures high occupancy/capacity utilization. 
o Additional sales after breakeven significantly boost profitability. 

2. Demand Optimization: 
o Redistributing demand from peak to off-peak periods smoothens capacity usage. 

3. Increased Customer Segmentation: 
o Differentiated pricing helps cater to various customer segments.  

4. Improved Decision-Making: 
o Real-time insights from data systems aid in pricing and resource allocation.  

 

 



CORPORATE-LEVEL STRATEGY 
 

The role of corporate headquarters in shaping the strategic direction, structure, and culture of an organization is 
increasingly complex in large corporations compared to smaller businesses, and aligning organisational structure, 
strategy, and culture to achieve corporate objectives is vital. Below is a detailed breakdown of the key themes: 

 
1. Corporate Headquarters and Strategic Direction 
The corporate headquarters plays a central role in defining the  scope, vision, and objectives of the organization. It 
ensures that all divisions align with the overall strategic direction. Key responsibilities include:  

• Defining the scope of the business: This involves determining the range of activities, products, services, and 
geographic markets the organization will operate in. For example, companies like Virgin Group and General 
Electric have successfully managed diverse portfolios by maintaining a clear strategic direction despite their 
broad scope. 

• Providing clear direction: The headquarters must establish a vision and set goals that stretch the organization’s 
capabilities. This is particularly challenging in diversified companies, where conflicting stakeholder expectations 
must be managed. 

• Adding value: The headquarters should contribute value to the organization as a whole, such as by providing 
financial resources, expertise, and strategic guidance. However, it must balance this with the cost of 
maintaining the corporate centre. 

 

2. Corporate Governance 
Corporate governance ensures that senior executives are accountable to stakeholders for the organization’s strategic 
direction and compliance with legal and ethical standards. Key aspects include:  

• Direction and compliance: Governance involves not only ensuring compliance with regulations but also 
providing strategic direction. High-profile corporate failures have highlighted the importance of building trust 
and protecting the organization’s reputation. 

• Stakeholder collaboration: Effective governance requires collaboration among stakeholders to achieve 
organizational objectives. 

 

3. Business Intelligence 
Business intelligence (BI) is critical for modern organizations, enabling data-driven decision-making and strategic 
planning. Key points include: 

• Definition and components: BI encompasses architectures, tools, databases, and analytical tools that support 
business processes, decision-making, and competitive advantage. 

• Integration and challenges: Organizations must ensure that BI systems are integrated across divisions, 
especially during mergers. The shift to cloud computing and Software as a Service (SaaS) models has reduced 
costs and implementation challenges. 

• Roles of BI: BI supports business operations, decision-making, and competitive strategy. It also enables e-
business and e-commerce by integrating internal and external processes. 

 

4. Data Protection – GDPR 
The General Data Protection Regulation (GDPR) is a critical consideration for organizations, particularly in the EU. Key 
aspects include: 

• Principles of data protection: Personal data must be processed lawfully, transparently, and securely. 
Organizations must ensure data is accurate, relevant, and retained only as long as necessary.  

• Enforcement and penalties: Non-compliance can result in significant fines (up to €20 million or 4% of global 
turnover). For example, Google was fined €50 million in 2019 for GDPR violations. 

• Ethical considerations: Organizations must embed data privacy principles into their culture and ensure 
compliance across all systems, including manual and electronic. 

 

5. Leadership 
Leadership is essential for driving the organization’s strategy and culture. Key points include:  

• Defining leadership: Leadership involves inspiring and motivating others to achieve organizational goals. Senior 
executives must provide clear direction and anticipate industry developments.  

• Leadership development: Organizations must invest in leadership development programs, such as Johnson & 
Johnson’s LeAD Programme, to nurture future leaders. 

• Recruitment and selection: Hiring the right talent is crucial for building a high-performance organization. For 
example, Kerry Group emphasizes recruiting skilled graduates across various disciplines. 

 



ORGANISATIONAL STRUCTURE 
 

Organisational structure is the framework that defines how an organisation is shaped, including its departments, 
management layers, and lines of responsibility. It provides a visual representation of the organisation’s hierarchy and 
functional divisions, though it does not capture intangible elements like culture or control systems. Below is a detailed 
breakdown of the key organisational structures and their implications:  
 

1. No Formal Structure 
In the early stages of a company, especially start-ups, there may be no formal organisational structure. This is common 
in small businesses or entrepreneurial ventures where flexibility and adaptability are crucial. For example:  

• Michael Dell started assembling computers in his college dormitory without a formal structure.  
• Google’s founders, Sergey Brin and Larry Page, initially operated from Stanford University before establishing a 

formal structure. 
 

As the company grows, the need for specialised roles (e.g., finance, marketing) becomes apparent, leading to the 
adoption of a more formal structure. For instance, Google appointed Eric Schmidt as CEO to bring business expertise 
and structure to the company. 
 

2. Functional Structure 
The functional structure divides the organisation into departments based on specialised functions such as finance, 
marketing, human resources, operations, R&D, and IT. Key features include:  

• Specialisation: Each department is headed by an expert who reports to the CEO.  
• Subdivisions: Larger organisations may further divide departments. For example, the marketing department 

might include sales, advertising, and market research teams. 
• Challenges: A risk of this structure is the creation of “functional silos”, where departments operate 

independently rather than collaboratively. This can hinder coordination and communication.  
 

This structure is common in small to medium-sized organisations but may struggle to support growth and 
diversification. 

 
 

3. Multi-Divisional Structure 
As organisations grow and diversify, they often adopt a multi-divisional structure. This structure allows companies to 
manage a wide range of products or geographic regions effectively. Key aspects include:  

• Divisional autonomy: Each division operates semi-independently, with its own functional departments (e.g., 
finance, marketing). 

• Flexibility: Divisions can be added or removed as needed, making it suitable for large, diversified companies 
like General Electric (GE). 

• Challenges: There is a risk of duplication of resources and potential conflicts between corporate headquarters 
and divisions over decision-making (e.g., local vs. centralised advertising strategies). 

 

This structure is particularly effective for multinational corporations, as it allows divisions to develop expertise tailored 
to their specific markets. 

 
 



FINANCIAL DECISIONS AT CORPORATE HEADQUARTERS 
 

Financial decisions at the corporate level are critical to the overall health and strategic direction of an organisation. 
These decisions include determining the capital structure, setting dividend policies, designing management incentive 
schemes, and managing risk. Each of these decisions has far-reaching implications for the company’s operations, 
growth, and stakeholder relationships. Below is a detailed breakdown of these financial decisions:  
 

1. Capital Structure 
The capital structure refers to the mix of debt and equity used to finance the company’s operations and growth. Key 
considerations include: 

• Gearing ratio: The proportion of debt to equity. A high gearing ratio increases financial risk but can also 
enhance returns if the company generates sufficient cash flow.  

• Industry norms: Different industries have varying levels of acceptable gearing. For example, capital-intensive 
industries like manufacturing may require higher equity levels. 

• Tax benefits: Interest on debt is tax-deductible, reducing the company’s taxable income. However, the benefit 
depends on the corporate tax rate, which is relatively low in Ireland compared to other jurisdictions.  

• Lender considerations: Lenders assess the company’s credit history, cash flow, and asset base. Tangible assets 
like property are more attractive to lenders than intangible assets like brand value.  

• International differences: In countries like Germany and Japan, banks often hold equity stakes in companies, 
fostering long-term relationships. In contrast, in Ireland, the UK, and the US, the relationship is more 
transactional. 

 
Challenges: 

• High debt levels can strain cash flow, especially during downturns, forcing cuts in R&D, training, or advertising.  
• Access to debt financing can be difficult for smaller businesses, particularly in tight credit markets.  

 

2. Dividend Policy 
The dividend policy determines how much of the company’s profits are distributed to shareholders versus reinvested 
in the business. Key aspects include: 

• Dividend vs. retention: Paying dividends provides immediate returns to shareholders, while retaining earnings 
allows the company to reinvest in growth opportunities. 

• Signalling effect: Dividend policies send signals to the market. High dividends may indicate limited growth 
opportunities, while low dividends may suggest the company is conserving cash for future investments.  

• Share buybacks: An alternative to dividends, share buybacks can increase the value of remaining shares and are 
often more tax-efficient for shareholders. 

• Example: Ryanair traditionally does not pay dividends but made an exception in 2010 after failing to secure a 
deal with Boeing for new aircraft. The company returned cash to shareholders instead.  

 
Challenges: 

• Balancing shareholder expectations with the need for reinvestment.  
• Communicating the rationale behind dividend decisions to maintain investor confidence.  

 

3. Management Incentive Schemes 
Incentive schemes are designed to align the interests of managers with those of shareholders. Common schemes 
include: 

• Share options: Executives are granted the right to buy shares at a predetermined price (exercise price). If the 
share price rises, they profit by exercising the option. 

• Performance metrics: Incentives should be tied to long-term performance and strategic goals, not just short-
term share price movements. 

• Risks of perverse incentives: Poorly designed schemes can encourage risky behaviour, as seen during the 
financial crisis when bank bonuses were linked to lending volumes rather than sound risk management.  

 
Challenges: 

• Ensuring incentives reward genuine performance and not just market trends.  
• Avoiding excessive executive remuneration, which can lead to public and shareholder backlash.  
• Implementing clawback provisions to recover bonuses if performance targets are not sustained.  

 



MANAGING RISK 
Risk management is a critical aspect of strategic decision-making, as all long-term decisions involve some level of 
uncertainty. Companies must balance risk and return, assess their risk appetite, and implement robust procedures to 
identify, evaluate, and mitigate risks. Below is a detailed breakdown of the key concepts and practices in managing risk:  
 

1. Risk and Strategic Decisions 
Strategic decisions are inherently risky due to their long-term nature and the difficulty of predicting future outcomes. 
Key points include: 

• Uncertainty: External factors, poor strategy selection, or flawed implementation can lead to unintended 
consequences. 

• Risk-return trade-off: Higher potential returns often come with higher risks. For example, speculative 
investments offer greater rewards but carry higher uncertainty compared to safer options like bonds. 

• Risk profiles: Companies vary in their approach to risk—some are risk-averse, others risk-neutral, and some 
are risk-takers. The appropriate level of risk depends on the company’s industry, financial position, and 
strategic goals. 

 

Example: In the aviation industry, decisions about developing new aircraft (e.g., wide-body vs. high-speed models) 
carry enormous financial risks. A wrong decision could threaten the company’s survival.  
 

2. Types of Risk 
Risk can manifest in various forms, each requiring specific management strategies:  

• Financial risk: Fluctuations in costs (e.g., fuel prices) or revenue streams. 
• Reputational risk: Damage to the company’s reputation due to environmental harm, unethical practices, or 

poor stakeholder relations. 
• Operational risk: Issues related to talent retention, health and safety, or supply chain disruptions.  
• Fraud risk: Internal or external fraud, as seen in the collapse of Patisserie Valerie due to a £40 million fraud. 
• Regulatory risk: Changes in laws or compliance requirements, such as data protection regulations (e.g., GDPR).  

 

Example: Airlines often hedge fuel prices to mitigate the risk of rising costs, which can significantly impact profitability.  
 

3. Risk of Inaction 
Failing to act can also be risky. “Paralysis by analysis” occurs when managers delay decisions due to fear of making the 
wrong choice. This can lead to missed opportunities or worsening situations. As Shakespeare’s Hamlet reflects, 
overthinking can prevent decisive action. 
 

4. Risk Management Procedures 
Effective risk management involves a structured process to identify, assess, and mitigate risks. Key steps include:  
a. Risk Recognition 

• Identify potential risks through engagement with employees, management, and external experts.  
• Encourage a culture of “speaking up” where all employees feel responsible for risk management.  

b. Risk Assessment 
• Evaluate the likelihood and potential impact of each risk. 
• Use qualitative and quantitative methods to prioritise risks (e.g., risk matrices).  

c. Risk Evaluation 
• Determine the company’s risk appetite (willingness to take risks) and risk capability (ability to tolerate risks). 
• Develop strategies to address risks, such as avoiding, transferring, or mitigating them.  

d. Risk Mitigation Strategies 
• Avoidance: Eliminate the risk by not engaging in the activity (e.g., exiting a high-risk market). 
• Transfer: Shift the risk to another party through insurance or outsourcing. 
• Mitigation: Reduce the likelihood or impact of the risk (e.g., implementing safety protocols or cybersecurity 

measures). 
e. Board Oversight 

• The board of directors retains ultimate responsibility for risk management.  
Regular reviews of the company’s risk portfolio and management systems are essential 

 

 

 



 

(A) Product Development 
 
Product development is a critical strategy for maintaining competitiveness and meeting evolving customer demands. It 
involves creating new or modified products for existing markets, ensuring your company stays relevant and ahead of 
competitors. Below is a detailed breakdown of the key aspects of product development:  
 

1. Importance of Product Development 
Product development is not optional; it’s essential for survival in today’s fast-paced markets. Key reasons include: 

• Shorter product life cycles: Products become obsolete faster, requiring constant innovation.  
• Customer expectations: Customers demand updated and improved products (e.g., faster computers, better 

smartphones). 
• Competitive pressure: If you don’t innovate, competitors will, leading to lost market share.  

 
Example: Companies like Apple continuously update their products (e.g., iPhones, iPads) to meet customer 
expectations and stay ahead of competitors. 
 

2. Definition of Products 
A product is more than just a physical item; it encompasses everything offered to satisfy customer needs. Products can 
be classified into five levels: 

1. Core product: The fundamental benefit (e.g., a car provides transportation).  
2. Actual product: The tangible features (e.g., a Nissan X-Trail or Volvo V70). 
3. Expected product: Attributes customers expect (e.g., ABS brakes, satellite navigation in cars).  
4. Augmented product: Additional services or benefits (e.g., warranties, after-sales support). 
5. Potential product: Future enhancements or benefits (e.g., trade-in offers for newer models). 

 
Example: A smart TV is still a television (core product), but its advanced features (e.g., 4K resolution, streaming apps) 
differentiate it from older models. 
 

3. Product Line and Product Mix 
Understanding your product portfolio is crucial for effective product development. Key terms include:  

• Product item: A specific version of a product (e.g., a cream cracker). 
• Product line: A group of related products (e.g., all types of biscuits). 
• Product mix: The total range of products offered (e.g., Procter & Gamble’s mix includes detergents, shampoos, 

and tissues). 
 
Example: Procter & Gamble manages a wide product mix, with multiple brands like Head & Shoulders (shampoo) and 
Tide (detergent), each targeting different customer needs.  
 

4. Research and Development (R&D) 
R&D is the backbone of product development, but it comes with significant costs and risks. Key points include:  

• Investment: R&D requires substantial funding for facilities, equipment, and skilled personnel (e.g., PhDs in 
pharmaceuticals). 

• Risk of failure: Many new products fail (60%-90% failure rate), often due to mismatched customer needs or poor 
execution. 

• Customer-driven innovation: Successful R&D focuses on meeting customer needs, not just technological 
advancements. 

 
Example: 3M’s Post-it Notes were developed accidentally but succeeded because they addressed a real customer need 
(e.g., marking pages in books). 
 

 

 

 



STRATEGIES FOR OPERATING INTERNATIONALLY 
 
Operating internationally requires careful consideration of how to balance global efficiency with local responsiveness. 
Companies can adopt one of three main strategies—global, transnational, or multi-domestic—depending on the 
nature of their products, markets, and competitive environment. Below is a detailed breakdown of these strategies:  
 

1. Global Strategy 
A global strategy treats the world as a single market, offering standardised products and services worldwide. Key 
features include: 

• Standardisation: Products are uniform across all markets to achieve economies of scale.  
• Centralised control: Decisions are made at corporate headquarters, with strong coordination across all units.  
• Cost efficiency: Large-scale production reduces costs, making the strategy ideal for industries with high R&D or 

fixed costs (e.g., pharmaceuticals, semiconductors). 
 
Advantages: 

• Economies of scale: Lower production costs due to high volumes. 
• Consistent branding: Uniform products strengthen global brand identity. 
• Simplified operations: Centralised decision-making reduces complexity. 

 
Challenges: 

• Limited local adaptation: Standardised products may not meet the needs of all markets. 
• Cultural insensitivity: Ignoring local preferences can lead to poor market performance.  

 
Example: Rolex sells the same luxury watches worldwide, relying on its global brand appeal rather than local 
customisation. 
 

2. Transnational Strategy 
A transnational strategy combines global efficiency with local responsiveness. It adapts global products to meet the 
needs of individual markets while maintaining core brand identity. Key features include:  

• Think global, act local: Products are standardised where possible but adapted to local preferences when 
necessary. 

• Decentralised decision-making: Local managers have autonomy to tailor products and marketing strategies.  
• Knowledge sharing: Best practices and innovations are shared across global operations.  

 
Advantages: 

• Market responsiveness: Adapting products to local tastes increases sales. 
• Cost efficiency: Core operations remain centralised to achieve economies of scale.  
• Flexibility: Balances global consistency with local relevance. 

 
Challenges: 

• Complexity: Managing both global and local elements increases operational complexity.  
• Coordination costs: Ensuring consistency across markets requires strong communication and coordination.  

 
Example: Benetton adapts its clothing designs and marketing campaigns to reflect local cultures while maintaining a 
global brand identity. 
 

3. Multi-Domestic Strategy 
A multi-domestic strategy focuses on localising products and operations for each market. Key features include:  

• Local adaptation: Products and services are tailored to meet the unique needs of each market.  
• Decentralised control: Local managers have significant autonomy to make decisions. 
• Market-specific branding: Marketing and product features reflect local preferences and cultural norms. 

 
Advantages: 

• Market relevance: Products are highly tailored to local tastes, increasing customer satisfaction.  
• Regulatory compliance: Localisation helps meet government requirements and avoid trade barriers.  
• Cultural sensitivity: Respecting local customs and traditions strengthens brand loyalty.  

 



CORPORATE GOVERNANCE 
 

THE IRISH CORPORATE GOVERNANCE CODE 2024 
 
The Irish Corporate Governance Code is tailored for companies with a primary equity listing on Euronext Dublin, 
focusing on high corporate governance standards suitable for Ireland's market and regulatory environment. It aligns 
with the EU framework and promotes flexibility via a "comply or explain" approach. Companies are required to disclose 
in their annual reports how they adhere to the Code's principles and address deviations, ensuring transparency, 
accountability, and integrity. 
 
 

1. Board Leadership and Company Purpose 
Principles: The board is responsible for long-term sustainable success, aligning the company's purpose, values, and 
culture. Directors are expected to act with integrity and engage effectively with stakeholders, fostering trust and 
accountability. 
Key Provisions: 

• Boards must describe in annual reports how they address opportunities, risks, and sustainability while 
delivering on strategic goals. 

• Board culture must align with corporate values and strategies, and corrective actions must be taken if 
misalignment occurs. 

• The chair should engage regularly with shareholders to understand governance and performance feedback.  
• Mechanisms for the workforce to raise concerns confidentially must be in place.  
• Conflicts of interest and independent judgement should be monitored rigorously.  

 
 

2. Division of Responsibilities 

Principles: Effective board leadership is dependent on the chair fostering collaboration, ensuring independence, and 
promoting informed decision-making. There should be a clear separation between board leadership and executive 
management. 
Key Provisions: 

• The chair must be independent on appointment and must not also serve as the CEO. Exceptions require 
consultation with major shareholders. 

• At least half the board (excluding the chair) should consist of independent non-executive directors. 
• A senior independent director must be appointed to provide counsel to the chair and act as a mediator for 

directors and shareholders. 
• Directors’ responsibilities, the frequency of board meetings, and attendance should be clearly outlined in the 

annual report. 
• The company secretary is essential for governance support, ensuring information flow and professional 

development. 
 
 

3. Composition, Succession, and Evaluation 

Principles: The board must ensure diversity, merit-based appointments, and robust succession planning to support 
strategic goals. Regular evaluations of the board's composition and performance are vital. 
Key Provisions: 

• A nomination committee, primarily consisting of independent non-executive directors, should oversee board 
appointments and succession planning. 

• All directors are subject to annual re-election, and chairs should not serve beyond nine years unless justified.  
• External search consultancies are recommended for recruiting non-executive directors and chairs, with 

transparency on any prior connections. 
• Board performance evaluations should occur annually, with external facilitation required for large companies 

every three years. 
• Annual reports should disclose the diversity policy, gender balance, and outcomes of board evaluations.  

 

 

 



Roles and Responsibilities of Those Charged with Governance  
The individuals charged with governance are typically members of the board of directors, trustees, or senior leadership 
teams. Their roles and responsibilities can be categorised into the following areas: 
Strategic Oversight 

• Role: The board is responsible for setting the organisation’s strategic direction and ensuring alignment with its 
mission and objectives. 

• Responsibilities: 
o Approving business plans, budgets, and major projects. 
o Evaluating strategic opportunities and risks. 
o Ensuring the organisation adapts to changes in its external environment.  

 

Risk Management 
• Role: Governance ensures that the organisation identifies and manages risks effectively.  
• Responsibilities: 

o Overseeing risk management policies and frameworks. 
o Monitoring financial, operational, and reputational risks. 
o Establishing internal controls to mitigate potential threats. 

 

Fiduciary Duties 
• Role: Those charged with governance must act in the best interests of the organisation and its stakeholders.  
• Responsibilities: 

o Acting with due care, loyalty, and diligence in decision-making. 
o Avoiding conflicts of interest and maintaining independence. 
o Safeguarding the organisation’s assets and financial stability. 

 

Compliance 
• Role: Ensuring adherence to legal, regulatory, and ethical standards.  
• Responsibilities: 

o Reviewing compliance reports and addressing any violations. 
o Ensuring financial statements are accurate and meet regulatory requirements.  
o Monitoring adherence to corporate governance codes, such as the Irish Corporate Governance Code.  

 

Leadership and Culture 
• Role: The board shapes the organisation’s culture and leads by example.  
• Responsibilities: 

o Establishing a culture of integrity and transparency. 
o Ensuring diversity, equity, and inclusion at all levels. 
o Leading on sustainability and corporate social responsibility initiatives.  

 

Stakeholder Engagement 
• Role: Governance fosters open communication and trust with stakeholders.  
• Responsibilities: 

o Engaging with shareholders, employees, customers, and the community.  
o Addressing stakeholder concerns and incorporating feedback into decision-making. 
o Ensuring clear and effective communication of the organisation’s strategy, performance, and 

governance practices. 
 

Performance Evaluation 
• Role: Boards evaluate their own performance and that of the organisation’s leadership.  
• Responsibilities: 

o Conducting annual performance reviews for directors and executives.  
o Identifying areas for improvement and implementing action plans. 
o Ensuring continuity through effective succession planning. 

 

Financial Stewardship 
• Role: Governance ensures the organisation’s financial health and accountability.  
• Responsibilities: 

o Approving budgets and financial statements. 
o Monitoring financial performance against targets. 
o Ensuring proper use of resources and adherence to funding agreements.  

 



Notable cases in corporate governance failure  
 

The RTÉ scandal came to light when it was revealed that undisclosed payments had been made to its highest-paid 

presenter, Ryan Tubridy, over several years. These payments were not included in RTÉ's published annual reports, 
which misrepresented the true financial remuneration of its key talent.  
Key Details: 

1. Undisclosed Payments: 
o Ryan Tubridy received €345,000 in additional payments between 2017 and 2022.  
o These payments were routed through a commercial arrangement, bypassing public disclosure and the 

published salary cap. 
2. Misleading Public Reports: 

o RTÉ’s annual financial reports failed to account for these additional payments.  
o This led to a breach of transparency, undermining public trust in the broadcaster.  

3. Corporate Governance Failures: 
o Poor oversight from the RTÉ board and senior management. 
o A lack of accountability and robust internal controls, particularly concerning financial reporting.  
o Potential conflicts of interest in structuring commercial arrangements.  

4. Cultural Issues: 
o A culture of secrecy at RTÉ, where key decisions were made without proper oversight or transparency.  
o Concerns were raised about how public funds were used, given that RTÉ receives significant taxpayer 

support through the licence fee. 
 

Governance Failures Highlighted 
1. Lack of Financial Transparency: 

o RTÉ did not fully disclose the remuneration of its top presenters, violating public trust and its own 
obligations as a publicly funded organisation. 

2. Weak Internal Controls: 
o The payments were facilitated through opaque arrangements, indicating insufficient financial controls 

and a lack of scrutiny by the board. 
3. Board and Management Oversight: 

o The board failed to detect and question irregularities in financial reporting.  
o Senior executives, including the Director-General, were criticised for their role in concealing these 

payments. 
4. Ethical Failures: 

o The decision to structure secret payments conflicted with RTÉ's responsibility to operate transparently 
and ethically as a public service broadcaster. 

5. Stakeholder Mistrust: 
o Public trust in RTÉ eroded, as licence fee payers felt betrayed by the misuse of funds.  
o Employees expressed discontent over pay disparities and governance failures.  

 

Impact of the Scandal 
1. Public and Political Backlash: 

• The scandal led to widespread outrage from the public, politicians, and media.  
• Calls for greater accountability in how RTÉ manages public funds intensified.  
• Protests occurred, with licence fee payers questioning the value of funding the broadcaster.  

2. Resignations: 
• The Director-General, Dee Forbes, resigned amid the controversy. 
• Other senior executives and board members faced significant criticism, with demands for additional 

resignations. 
3. Oireachtas Hearings: 

• RTÉ executives were summoned before the Irish parliament committees to explain the payments and 
governance failures. 

• The hearings revealed further concerns about financial practices, including the use of "barter accounts" to 
facilitate payments and expenses. 

4. Damage to Reputation: 
• RTÉ’s reputation as a trusted public broadcaster suffered significant harm, both domestically and 

internationally. 
 



STAKEHOLDER MAPPING 
 
Stakeholder mapping is a strategic process used to identify, analyse, and categorise an organisation's stakeholders 
based on their influence, interests, and expectations. It helps organisations understand their relationships with 
stakeholders and prioritise their engagement strategies. Effective stakeholder mapping ensures that key stakeholders 
are appropriately managed to achieve organisational goals while addressing stakeholder concerns.  
 

Importance of Stakeholder Mapping 
1. Prioritisation of Stakeholders: 

o Organisations often have multiple stakeholders, each with varying levels of influence and interest. 
Stakeholder mapping helps prioritise stakeholders to allocate resources and attention effectively.  

2. Alignment of Interests: 
o Mapping allows organisations to identify overlapping and conflicting interests among stakeholders. 

This enables alignment with stakeholders whose goals support the organisation’s objectives.  
3. Proactive Risk Management: 

o Understanding stakeholders’ concerns and influence helps identify potential risks early, such as 
opposition to projects or reputational damage, allowing organisations to develop mitigation strategies.  

4. Enhanced Communication: 
o Tailored communication strategies can be developed based on stakeholders’ influence and interest 

levels, ensuring messages are relevant and impactful. 
5. Improved Decision-Making: 

o By recognising the needs and perspectives of various stakeholders, organisations can make more 
informed and balanced decisions. 

 

Steps in Stakeholder Mapping 
1. Identify Stakeholders 

• Start by listing all individuals, groups, or organisations that can affect or are affected by the organisation’s 
activities. Stakeholders can be categorised into: 

o Internal stakeholders: Employees, managers, and shareholders. 
o External stakeholders: Customers, suppliers, regulators, community groups, investors, NGOs, and the 

media. 
2. Analyse Stakeholders 

• Understand the stakeholders’: 
o Interests: What do they expect or want from the organisation? 
o Influence: How much power do they have to affect organisational decisions? 
o Relationship: What is their current or potential relationship with the organisation? 

3. Categorise Stakeholders 
• Stakeholders are grouped based on their influence and interest. A commonly used framework is the Power-

Interest Matrix, which categorises stakeholders into four quadrants: 
1. High Power, High Interest: Key players to actively manage and engage closely. 
2. High Power, Low Interest: Keep satisfied but do not overburden with information. 
3. Low Power, High Interest: Keep informed and provide updates to maintain their interest.  
4. Low Power, Low Interest: Monitor but allocate minimal resources. 

4. Prioritise Stakeholders 
• Use the analysis and categorisation to rank stakeholders in terms of importance. This ensures critical 

stakeholders are given priority in communication and decision-making. 
5. Develop Engagement Strategies 

• Tailor approaches for each stakeholder group: 
o Engagement type: Formal meetings, workshops, surveys, or informal discussions. 
o Frequency: Regular updates for high-power stakeholders, periodic updates for others. 
o Message: Customise messages to address specific interests and concerns.  

6. Monitor and Review 
• Stakeholder relationships and dynamics can change over time. Regularly review and update the stakeholder 

map to reflect any changes in power, interest, or influence.  
 

 



RISK MANAGEMENT FRAMEWORK 
 
The best methodology for defining and managing risk involves a structured, iterative, and integrated process that 
ensures risks are systematically identified, assessed, mitigated, monitored, and reported.  
 

(1)  Establishing the Context 
This foundational step defines the environment in which risk management operates. It ensures the process is aligned 
with organisational goals and governance frameworks. 
Key Activities: 

• Define Objectives: Clarify the organisation's strategic, operational, and project-specific goals. 
• Understand External and Internal Contexts: 

o External: Market dynamics, regulatory requirements, geopolitical risks, and economic conditions.  
o Internal: Organisational structure, culture, policies, and resources.  

• Set Risk Criteria: 
o Establish thresholds for acceptable risk (risk appetite) and risk tolerances for specific activities. 
o Example: A bank may have a low risk tolerance for credit losses but a moderate appetite for innovation 

risks. 
 

(2)  Risk Identification 
This step focuses on identifying all potential risks that could impact organisational objectives. Comprehensive risk 
identification ensures that no critical threats are overlooked.  
Key Activities: 

• Techniques for Identification: 
o Brainstorming: Gather insights from cross-functional teams. 
o SWOT Analysis: Identify risks linked to strengths, weaknesses, opportunities, and threats.  
o Scenario Planning: Simulate potential future events and their impacts. 
o Workshops and Interviews: Engage subject matter experts and key stakeholders. 

• Categorisation: 
o Group risks into categories (e.g., strategic, operational, financial, compliance, reputational).  
o Example: A manufacturing firm may categorise risks into supply chain disruptions, operational hazards, 

and regulatory non-compliance. 
• Documentation: 

o Use a risk register or risk log to record identified risks, including their descriptions, sources, and 
potential impacts. 

 

(3)  Risk Assessment 
Risk assessment evaluates the likelihood and impact of identified risks, enabling prioritisation based on their 
significance. 
Key Activities: 

• Risk Analysis: 
o Determine the probability (likelihood) of risk events occurring. 
o Assess the potential impact (severity) on organisational objectives.  
o Use quantitative (e.g., financial modelling) or qualitative (e.g., risk scoring) methods.  

• Risk Evaluation: 
o Prioritise risks by comparing their assessed levels against the organisation's risk appetite and tolerance.  
o Use tools such as: 

▪ Risk Matrix: A visual grid mapping risks based on likelihood and impact. 
▪ Monte Carlo Simulations: Assess probabilities of different outcomes for complex risks.  
▪ Key Risk Indicators (KRIs): Track early warning signs of emerging risks. 

 
 

 

 

 

 



INTERNAL CONTROLS 
Internal controls are processes, policies, and procedures implemented by an organisation to ensure operational 
efficiency, safeguard assets, maintain reliable financial reporting, and ensure compliance with laws and regulations. 
They are a fundamental component of governance and risk management, providing a framework for accountability and 
transparency. 
 

Definition of Internal Controls 
Internal controls are the mechanisms that organisations establish to:  

1. Achieve Objectives: Support the achievement of operational, financial, and compliance goals.  
2. Safeguard Assets: Protect against fraud, theft, and unauthorised use of resources.  
3. Ensure Accurate Reporting: Provide stakeholders with reliable and timely financial and non-financial 

information. 
4. Promote Compliance: Ensure adherence to laws, regulations, and internal policies.  

 

Internal controls are not only about preventing risks but also about enabling organisations to operate efficiently and 
make informed decisions. 
 

Objectives of Internal Controls 
Internal controls are designed to fulfil the following objectives:  
Operational Objectives 

• Improve efficiency and effectiveness in achieving organisational goals.  
• Example: Implementing automated systems to streamline inventory management.  

Financial Reporting Objectives 
• Ensure the accuracy, reliability, and timeliness of financial statements.  
• Example: Segregating duties in accounting to prevent errors or fraud in financial reporting.  

Compliance Objectives 
• Adhere to external regulations and internal policies. 
• Example: Monitoring transactions to ensure compliance with anti-money laundering laws. 

Safeguarding Objectives 
• Protect physical and intangible assets, such as cash, inventory, intellectual property, and data.  
• Example: Restricting access to sensitive customer data through role-based permissions. 

 

 
Components of Internal Controls 
The Committee of Sponsoring Organizations of the Treadway Commission (COSO) framework identifies five key 
components of internal controls: 
Control Environment 

• The foundation of internal controls, encompassing the organisation’s culture, values, and governance 
framework. 

• Key Elements: 
o Tone at the top: Ethical leadership and commitment from senior management.  
o Board oversight: Active involvement in governance and risk management.  
o Clear roles and responsibilities. 

Risk Assessment 
• Identifying and evaluating risks that could prevent the organisation from achieving its objectives.  
• Key Steps: 

o Identify risks: External (e.g., market volatility) and internal (e.g., process inefficiencies).  
o Assess likelihood and impact: Use qualitative or quantitative methods. 
o Prioritise risks for mitigation. 

Control Activities 
• Policies, procedures, and mechanisms designed to mitigate identified risks.  
• Examples: 

o Approvals and authorisations for significant transactions. 
o Physical controls like locks or access cards. 
o IT controls, such as firewalls and antivirus software. 

 

 



CORPORATE SOCIAL RESPONSIBILITY (CSR) 
 
Corporate Social Responsibility (CSR) refers to a business's commitment to operating in an ethical, sustainable, and 
socially conscious manner. It involves going beyond profit generation to address social, environmental, and economic 
issues that impact stakeholders, including employees, customers, communities, and the environment. CSR is a 
cornerstone of modern business strategy, reflecting the growing demand for organisations to contribute positively to 
society while maintaining long-term financial viability. 
 

Definition of CSR 
CSR encompasses voluntary initiatives and practices that businesses adopt to:  

1. Minimise negative impacts on society and the environment. 
2. Maximise positive contributions to social well-being and sustainability. 
3. Align organisational goals with broader societal values. 

 

CSR is rooted in the idea that businesses have a responsibility not only to shareholders but also to stakeholders, 
including customers, employees, suppliers, and the communities in which they operate.  
 

Importance of CSR 
Building Trust and Reputation 

• CSR enhances a company’s image by demonstrating ethical and responsible behaviour.  
• Example: Companies like Patagonia and The Body Shop have built strong reputations around their CSR 

commitments. 
Attracting and Retaining Talent 

• Employees increasingly seek organisations that prioritise purpose and societal impact.  
• Example: Millennials and Gen Z workers are particularly drawn to companies with strong CSR initiatives.  

Driving Customer Loyalty 
• Consumers favour brands that align with their values, particularly on sustainability and social justice.  
• Example: Unilever’s focus on sustainability has resonated with environmentally conscious customers.  

Risk Management 
• CSR reduces reputational and operational risks by ensuring ethical practices and compliance with laws.  

Access to Capital 
• Investors increasingly assess CSR as part of ESG (Environmental, Social, and Governance) criteria for investment 

decisions. 
• Example: BlackRock prioritises companies with robust CSR frameworks.  

Regulatory Compliance 
• Many CSR initiatives align with legal and regulatory requirements, reducing the risk of fines or penalties.  

 

Key Areas of CSR 
CSR encompasses a wide range of activities, typically grouped into four key areas:  
 

Environmental Responsibility 
• Focuses on reducing a company’s environmental footprint. 
• Key Practices: 

o Reducing greenhouse gas emissions. 
o Sustainable sourcing of raw materials. 
o Minimising waste and promoting recycling. 
o Investing in renewable energy and energy efficiency. 

• Example: IKEA’s commitment to using renewable energy and achieving a climate-positive status by 2030. 
 
Social Responsibility 

• Addresses the company’s impact on people and communities. 
• Key Practices: 

o Ensuring fair labour practices and safe working conditions. 
o Promoting diversity, equity, and inclusion (DEI). 
o Supporting local communities through education, healthcare, and economic empowerment programs.  

• Example: Starbucks’ initiatives to support coffee farmers and promote ethical sourcing through its Coffee and 
Farmer Equity (C.A.F.E.) Practices. 

 



DATA ANALYTICS 
 

Understanding Big Data and Data Analytics 
 

Big data and data analytics are two interconnected but distinct concepts. Big data refers to the  sheer volume, 
complexity, and speed of data being generated today, while data analytics is the process of extracting meaningful 
insights from this data. Think of big data as the raw material and data analytics as the machinery that processes it into 
something valuable. 
 
For example, a retail company like Tesco collects vast amounts of data from customer transactions, loyalty cards, and 
online interactions. This is big data. When Tesco analyses this data to identify shopping trends, predict demand, or 
personalise marketing campaigns, that’s data analytics. The key takeaway here is that simply owning big data isn’t 
enough; the real value lies in the ability to analyse and act on it. 
 

The 4Vs of Big Data 
Big data is characterised by the 4Vs: Volume, Variety, Velocity, and Veracity. These attributes highlight the challenges 
and opportunities of working with large datasets. 
 

1. Volume 
Volume refers to the scale of data being generated. With the proliferation of digital devices, social media, and IoT 
(Internet of Things) sensors, data volumes are growing exponentially. For instance, Facebook processes over 500 
terabytes of data daily, while a single self-driving car can generate up to 4 terabytes of data in just 90 minutes. 
 
The challenge here is storage and processing. Traditional databases struggle to handle such volumes, which is why 
technologies like cloud computing (e.g., AWS, Google Cloud) and distributed storage systems (e.g., Hadoop) have 
become essential. For example, Netflix uses cloud-based systems to store and process petabytes of data generated by 
its streaming service, enabling it to recommend personalised content to millions of users.  
 

2. Variety 
Variety refers to the diversity of data types. Data is no longer just structured (e.g., spreadsheets); it now includes 
unstructured data (e.g., social media posts, videos) and semi-structured data (e.g., JSON files, XML). 
 
For example, a healthcare provider might collect structured data from patient records, unstructured data from doctor’s 
notes, and semi-structured data from wearable devices. Integrating and analysing these diverse data types requires 
advanced tools like NoSQL databases (e.g., MongoDB) and data lakes (e.g., Amazon S3), which can store and process 
heterogeneous data. 
 

3. Velocity 
Velocity refers to the speed at which data is generated and processed. In today’s real-time world, businesses need to 
analyse data as it’s created to stay competitive. For instance, financial institutions use  real-time analytics to detect 
fraudulent transactions within milliseconds. 
 
A great example is Uber, which processes millions of ride requests per second. The company uses  streaming data 
platforms like Apache Kafka to analyse data in real-time, ensuring efficient matching of drivers and riders. 
 

4. Veracity 
Veracity refers to the uncertainty and reliability of data. Not all data is accurate or trustworthy, especially when it 
comes from sources like social media or IoT sensors. For example, GPS data can be unreliable in urban areas with tall 
buildings, and social media sentiment can be biased or misleading.  
 
To manage uncertainty, businesses use techniques like data fusion (combining multiple data sources) and advanced 
analytics (e.g., fuzzy logic, robust optimisation). For instance, energy companies use weather forecasts, historical data, 
and real-time sensor data to predict renewable energy production, despite the inherent unpredictability of weather.  
 
 

 



PRINCIPLES OF DATA ANALYTICS 
 

1. Business Needs 
Data must address specific business needs to create real value. The first step is to identify a data champion—a leader 
who can align data initiatives with the organisation’s strategic objectives. This role is critical because it bridges the gap 
between technical capabilities and business goals. 
 
The Role of the Data Champion 
The data champion works with stakeholders to define business needs and present an investment case. For example, in 
the automotive industry, Ford’s shift from being engineering-led to technology-led required a cultural change. By 
appointing a President with a consumer background, Ford signalled its commitment to leveraging data and technology 
to drive innovation. 
 
Defining Business Objectives 
The data champion gathers objectives through interviews with executives and department leaders. These objectives 
might include: 

• What to measure: For example, a retail company might want to measure customer retention rates.  
• What to improve: A logistics company might aim to reduce delivery times. 
• Key Performance Indicators (KPIs): These could include metrics like sales growth, customer satisfaction, or 

operational efficiency. 
 
For instance, a healthcare provider might use data to improve patient outcomes by analysing treatment effectiveness 
and identifying areas for improvement. 
 

2. Processes 
Once the business needs are defined, the data champion must analyse  data sources and flows. This involves 
understanding how data is gathered, where it exists, and whether the processes creating the data are efficient.  
Internal and External Data Sources 

• Internal data: This includes data from CRM systems, financial records, and operational systems. For example, a 
bank might analyse transaction data to detect fraudulent activity. 

• External data: This could include market trends, social media data, or macroeconomic indicators. For instance, a 
retail company might use social media data to gauge customer sentiment.  

 
Process Efficiency 
The data champion must ensure that data creation processes are efficient. For example, a manufacturing company 
might use IoT sensors to collect real-time data on equipment performance, enabling predictive maintenance and 
reducing downtime. 
 

3. Technology Required 
The data champion must decide on the technology needed to support the analytics strategy. This involves building a 
flexible and scalable data architecture. 
Key Considerations 

• On-premises vs. cloud-based solutions: A small business might opt for a cloud-based solution like AWS or Azure 
to avoid the cost of maintaining on-premises infrastructure. 

• Filling data gaps: If data doesn’t exist, it can be estimated, purchased, or generated through new systems. For 
example, a retailer might purchase market trend data to inform inventory decisions.  

• Integration tools: Tools like Apache Kafka or Talend can be used to integrate data from multiple sources into a 
central repository. 

• Data access: The organisation must decide whether to provide read-only reports or enable self-service analytics. 
For example, a marketing team might use self-service tools like Tableau to analyse campaign performance. 

 
 

 

 

 



THE DATA ANALYTICS LIFE CYCLE AS PART OF THE 
INTERNATIONALISATION PROCESS 

 

Successful data analytics is an iterative, continuous investment that integrates seamlessly into the internationalisation 
process of a business. The Data Analytics Life Cycle encompasses a series of phases that guide the analytics process 
from initial discovery to the implementation of insights. 
 

 

1. Phase 1: Data Discovery and Formulation 
Internationalisation Considerations: 
o Data Availability: Limited or varying data availability across different international markets can lead to 

data gaps. 
o Data Relevance: Ensure that the data is pertinent to the specific objectives of international expansion.  

Challenges: 
o Language Barriers: Data may be available in multiple languages, requiring accurate translation and 

interpretation. 
o Cultural Differences: Understanding the cultural context is crucial for accurate data formulation and 

relevance. 
 

2. Phase 2: Data Preparation and Processing 
Internationalisation Considerations: 
o Data Integration: Combining data from diverse sources and markets can be complex due to differences 

in formats, terminologies, and standards. 
o Data Cleansing: Address inconsistencies, errors, and duplications to ensure data quality.  

Challenges: 
o Data Gaps: Incomplete data may restrict the depth and reliability of comparative analysis across 

markets. 
o Timeliness: Delays in accessing data can impact the overall timeline and decision-making process. 

 

3. Phase 3: Design a Model 
Internationalisation Considerations: 
o Sensitivity Parameters: Adjust sensitivity parameters to account for the unique dynamics of 

international markets. 

Challenges: 
o Assumption Validation: Scrutinize assumptions based on domestic models before applying them to 

international contexts to ensure their validity. 
 

4. Phase 4: Model Building 
Internationalisation Considerations: 
o Benchmarking: Utilize existing domestic models as benchmarks while adapting them to reflect 

international market behaviours. 

Challenges: 
o Assumption Scrutiny: Ensure that assumptions made in domestic models hold true in international 

settings to avoid skewed results. 
 

5. Phase 5: Result Communication and Publishing 
Internationalisation Considerations: 
o Market-Specific Insights: Clearly communicate how data completeness, currency, and reliability affect 

the interpretation of results in different markets. 

Challenges: 
o Health Warnings: Highlight data limitations and reliability issues to provide context and caution in 

decision-making. 
 

6. Phase 6: Measuring Effectiveness 
Internationalisation Considerations: 
o Decision Maker Understanding: Decision-makers may have limited intuitive knowledge of international 

markets, increasing reliance on the analytical models. 

Challenges: 
o Model Validation: Continuously validate models against real-world outcomes to ensure their accuracy 

and relevance. 
 



 

CYBERSECURITY 
 

Cybersecurity is a critical aspect of modern business operations, especially as organisations increasingly rely on digital 
systems and data —“Cybersecurity refers to the practices, technologies, and processes designed to protect systems, 
networks, and data from cyber threats”— 
 

1. Practices 
Practices refer to the policies, procedures, and actions that organisations implement to safeguard their digital assets. 
These practices are often guided by frameworks and standards, such as ISO 27001 or the NIST Cybersecurity 
Framework. 
Key Cybersecurity Practices 

• Risk Assessment: Identifying and evaluating potential threats to systems, networks, and data. For example, a 
financial institution might assess the risk of a data breach by analysing vulnerabilities in its online banking 
platform. 

• Access Control: Ensuring that only authorised users can access sensitive data or systems. This includes 
implementing multi-factor authentication (MFA) and role-based access control (RBAC). For instance, a 
healthcare provider might restrict access to patient records to only those staff members who need it for their 
roles. 

• Incident Response Planning: Preparing for and responding to cybersecurity incidents. This involves creating 
a response plan that outlines steps to take in the event of a breach, such as isolating affected systems and 
notifying stakeholders. For example, a retail company might have a plan in place to respond to a ransomware 
attack. 

• Employee Training: Educating staff about cybersecurity risks and best practices. This includes training on 
recognising phishing emails and using strong passwords. For instance, a tech company might conduct regular 
cybersecurity workshops for its employees. 

• Regular Audits and Monitoring: Continuously monitoring systems for suspicious activity and conducting 
regular audits to ensure compliance with security policies. For example, a logistics company might use  Security 
Information and Event Management (SIEM) tools to monitor network traffic for anomalies. 

 

2. Technologies 
Technologies are the tools and solutions used to implement cybersecurity practices. These technologies are designed 
to detect, prevent, and respond to cyber threats. 
Key Cybersecurity Technologies 

• Firewalls: Act as a barrier between a trusted internal network and untrusted external networks, such as the 
internet. For example, a university might use a firewall to protect its student database from unauthorised 
access. 

• Antivirus and Anti-Malware Software: Detects and removes malicious software from systems. For instance, a 
small business might use antivirus software to protect its computers from viruses and spyware.  

• Encryption: Converts data into a coded format to prevent unauthorised access. For example, an e-commerce 
company might encrypt customer payment information to protect it during transactions.  

• Intrusion Detection and Prevention Systems (IDPS): Monitors network traffic for signs of malicious activity and 
takes action to block it. For instance, a government agency might use an IDPS to detect and prevent 
cyberattacks on its systems. 

• Endpoint Detection and Response (EDR): Provides real-time monitoring and response capabilities for 
endpoints, such as laptops and mobile devices. For example, a consulting firm might use EDR to protect its 
employees’ devices from cyber threats. 

• Zero Trust Architecture: Assumes that no user or device is trusted by default, even if they are inside the 
network. This approach requires continuous verification of user identity and device security. For instance, a 
financial services firm might implement zero trust to protect sensitive customer data. 

 

 

 

 



ROBOTIC PROCESS AUTOMATION (RPA) 
 
Robotic Process Automation (RPA) is a technology that uses software robots or "bots" to automate repetitive, rule-
based tasks traditionally performed by humans. These bots mimic human interactions with digital systems to execute 
processes efficiently and accurately. RPA is transforming how businesses operate by improving productivity, reducing 
errors, and freeing up employees to focus on higher-value tasks.  
 

1. What is RPA? 
RPA involves the use of software robots to automate routine, repetitive tasks that are typically manual and time-
consuming. These bots interact with applications and systems just like a human would—by logging into systems, 
entering data, processing transactions, and generating reports.  
Key Characteristics of RPA 

• Rule-Based: RPA bots follow predefined rules and workflows to perform tasks.  
• Non-Invasive: RPA does not require changes to existing systems or infrastructure. It works on top of existing 

applications. 
• Scalable: Bots can be scaled up or down based on business needs. 
• User-Friendly: Many RPA tools are designed with low-code or no-code interfaces, making them accessible to 

non-technical users. 
 

2. How RPA Works 
RPA bots are programmed to perform specific tasks by following a set of instructions. Here’s how it typically works:  

1. Process Identification: Identify repetitive, rule-based tasks suitable for automation (e.g., data entry, invoice 
processing). 

2. Bot Development: Use RPA tools (e.g., UiPath, Blue Prism, Automation Anywhere) to create bots that mimic 
human actions. 

3. Deployment: Deploy bots to execute the tasks in the same way a human would, but faster and without errors.  
4. Monitoring and Maintenance: Continuously monitor bot performance and make adjustments as needed.  

 

3. Key Features of RPA 
• Task Automation: Automates repetitive tasks such as data entry, form filling, and report generation. 
• Integration: Works seamlessly with existing systems, including ERP, CRM, and legacy applications.  
• Error Reduction: Minimises human errors by following predefined rules. 
• 24/7 Operation: Bots can work around the clock without breaks, increasing efficiency.  
• Audit Trails: Provides detailed logs of bot activities for compliance and auditing purposes.  

 

4. Benefits of RPA 
RPA offers numerous benefits to organisations across industries:  
Increased Efficiency 

• Bots can perform tasks much faster than humans, significantly reducing processing times.  
• Example: A bot can process hundreds of invoices in the time it takes a human to process one.  

 

Cost Savings 
• Automating repetitive tasks reduces labour costs and operational expenses.  
• Example: A bank can reduce the cost of processing loan applications by automating data entry and verification.  

 

Improved Accuracy 
• Bots eliminate human errors, ensuring high levels of accuracy. 
• Example: A healthcare provider can use RPA to accurately input patient data into electronic health records.  

 

Enhanced Employee Productivity 
• By automating mundane tasks, employees can focus on higher-value activities, such as customer service or 

strategic planning. 
• Example: A customer service team can focus on resolving complex issues while bots handle routine inquiries. 

 
Scalability 

• Bots can be easily scaled up or down to meet changing business demands.  
• Example: An e-commerce company can deploy additional bots during peak shopping seasons to handle 

increased order volumes. 



Cloud Technology use in Business Operations  
 

1. Collaboration and Communication Tools 
Cloud-based platforms facilitate seamless communication and collaboration among employees, teams, and external 
stakeholders, especially in distributed work environments. 

• Tools like cloud-based messaging, video conferencing, and document-sharing platforms allow real-time 
communication and collaboration regardless of geographical location. They eliminate reliance on email-heavy 
workflows and create centralised hubs for projects and information sharing. 

• Examples: 
o Microsoft Teams: Used for team collaboration, meetings, and file sharing. 
o Slack: A messaging platform that integrates with other tools to streamline team communication.  
o Google Workspace (formerly G Suite): Provides tools like Google Docs, Sheets, and Drive for real-time 

collaboration. 
o Use Case: A multinational company uses Microsoft Teams to facilitate virtual meetings and cross-

departmental collaboration across offices in different time zones.  
 

2. Supply Chain Management 

Cloud technology helps optimise supply chain operations by enabling real-time tracking, inventory management, and 
demand forecasting. 

• Cloud-based supply chain management tools integrate data from multiple sources (e.g., suppliers, warehouses, 
transportation networks) to provide end-to-end visibility. This improves decision-making and reduces delays or 
disruptions. 

• Examples: 
o SAP Integrated Business Planning (IBP): Offers cloud-based tools for supply chain planning and 

analytics. 
o Oracle NetSuite ERP: Provides inventory and supply chain management features in a unified cloud 

platform. 
o Use Case: A global electronics manufacturer uses SAP IBP to forecast demand, optimise inventory 

levels, and monitor supplier performance, reducing excess inventory and improving delivery times.  
 

3. Customer Relationship Management (CRM) 
Cloud-based CRM platforms enhance customer engagement and sales operations by centralising customer data and 
automating interactions. 

• CRM tools store customer information, track sales pipelines, and manage customer interactions, all in one 
platform. Integration with marketing and analytics tools enables personalised marketing campaigns and 
improved customer retention. 

• Examples: 
o Salesforce: A leading cloud-based CRM platform used for managing customer interactions and sales 

pipelines. 
o HubSpot CRM: Offers tools for lead management, email marketing, and analytics.  
o Use Case: A retail chain uses Salesforce to track customer purchase history and send personalised 

promotions, improving customer loyalty and increasing sales. 
 

4. Data Analytics and Business Intelligence (BI)  

Cloud platforms enable businesses to analyse large datasets, gain actionable insights, and make data-driven decisions. 
• Detailed Explanation: Cloud-based analytics tools aggregate data from multiple sources, perform advanced 

analyses, and visualise key performance indicators (KPIs). AI and machine learning capabilities in these 
platforms allow predictive analytics and trend forecasting. 

• Examples: 
o Google BigQuery: A serverless data warehouse for analysing large datasets. 
o Power BI (Microsoft): A cloud-based BI tool for creating interactive dashboards. 
o Use Case: A logistics company uses Google BigQuery to analyse shipping patterns and optimise delivery 

routes, saving time and fuel costs. 
 

 

 



Digital Assets: A Comprehensive Overview 
Digital assets represent a class of intangible assets that exist in digital form and are stored, traded, or utilised 
electronically. These assets are becoming increasingly significant in modern economies due to the rapid growth of 
blockchain technology, digital finance, and the digitisation of traditional industries. 
 

1. What Are Digital Assets? 
A digital asset is any content, data, or resource that exists in a digital format and holds value. These assets can range 
from digital currencies and tokens to intellectual property, media files, and more. Some digital assets derive their value 
from blockchain technology, while others are simply digital representations of real-world or virtual items. 

• Key Features of Digital Assets: 
o Intangible and non-physical in nature. 
o Stored electronically in databases, servers, or blockchain networks.  
o Can be owned, transferred, traded, or utilised for specific purposes.  

 

2. Types of Digital Assets 
Digital assets can be broadly classified into the following categories:  
a) Cryptocurrencies 
Cryptocurrencies are decentralised digital currencies that use blockchain technology for secure transactions and value 
transfer. 

• Examples: Bitcoin (BTC), Ethereum (ETH), Litecoin (LTC). 
• Purpose: Medium of exchange, store of value, or investment. 
• Use Case: Bitcoin is used as digital cash, while Ethereum supports smart contracts and decentralised 

applications. 
b) Non-Fungible Tokens (NFTs) 
NFTs are unique digital assets that represent ownership of specific items, such as art, music, or virtual property.  

• Examples: Bored Ape Yacht Club, CryptoPunks, digital artworks. 
• Purpose: Proof of ownership for unique assets. 
• Use Case: Artists mint NFTs to sell digital artwork, and buyers gain exclusive ownership rights.  

c) Stablecoins 
Stablecoins are cryptocurrencies pegged to a stable asset, such as fiat currency or commodities, to reduce volatility.  

• Examples: Tether (USDT), USD Coin (USDC), DAI. 
• Purpose: Provide stability for transactions and serve as a bridge between fiat and crypto.  
• Use Case: Businesses use USDC for cross-border payments without exposure to volatility. 

d) Utility Tokens 
Utility tokens provide access to specific products, services, or functionalities within a blockchain ecosystem.  

• Examples: Binance Coin (BNB), Filecoin (FIL). 
• Purpose: Used for transaction fees, governance voting, or platform services.  
• Use Case: Binance Coin is used to pay reduced fees on the Binance exchange.  

e) Security Tokens 
Security tokens represent ownership of real-world assets, such as stocks, bonds, or real estate, in tokenised form.  

• Examples: RealT (tokenised real estate), Securitize platform tokens.  
• Purpose: Serve as digital representations of securities with legal rights attached.  
• Use Case: Tokenised shares of a company are traded on a blockchain-based secondary market. 

f) Digital Files and Media 
These include digital intellectual property, documents, images, videos, and other digital content with value.  

• Examples: Logos, brand assets, marketing collateral. 
• Purpose: Proprietary digital resources for businesses or individuals. 
• Use Case: Companies store brand assets in digital asset management (DAM) systems for efficient access.  

g) Virtual Assets 
Virtual assets exist in the digital world and are often used in gaming, metaverse platforms, or virtual economies.  

• Examples: Virtual real estate in Decentraland, in-game currencies. 
• Purpose: Enhance user experiences in virtual environments. 
• Use Case: Gamers purchase in-game items or trade virtual land in the metaverse. 

 

 

 



3. Characteristics of Digital Assets 
Digital assets share several defining characteristics that make them distinct from traditional physical assets:  

1. Intangible Nature: Digital assets exist only in electronic or digital form and cannot be physically touched or 
held. 

2. Interoperability: Many digital assets, particularly blockchain-based ones, can be transferred seamlessly across 
platforms or systems. 

3. Programmability: Blockchain-based assets like tokens can include programmable features (e.g., smart 
contracts) to automate processes. 

4. Ownership and Transferability: Ownership is typically verified using cryptographic methods, and assets can be 
transferred globally with ease. 

5. Decentralisation (Blockchain-Based Assets): Many digital assets operate on decentralised networks, reducing 
reliance on central authorities. 

6. Divisibility: Assets like cryptocurrencies can often be divided into smaller units for transactions (e.g., Bitcoin’s 
smallest unit is a Satoshi). 

7. Immutable Record: Transactions and ownership records are stored immutably on blockchains, ensuring 
transparency and traceability. 

 

4. Applications of Digital Assets 

a) Financial Services 
• Digital assets are revolutionising payments, lending, and investments.  
• Example: Ripple (XRP) facilitates fast, low-cost international payments. 

b) Art and Entertainment 
• NFTs enable artists and creators to monetise digital works. 
• Example: Beeple’s NFT artwork sold for $69 million at Christie’s auction.  

c) Supply Chain Management 
• Digital tokens track the provenance and movement of goods. 
• Example: IBM Food Trust uses blockchain to trace food supply chains. 

d) Real Estate 
• Property ownership is tokenised, allowing fractional ownership and easier trading. 
• Example: Real estate tokenisation platforms like RealT. 

e) Gaming and Metaverse 
• Virtual currencies and assets are used in gaming economies. 
• Example: Axie Infinity enables players to earn cryptocurrency by playing. 

f) Identity Management 
• Digital assets are used for secure identity verification and credentialing.  
• Example: Civic (CVC) offers blockchain-based identity verification. 

 

5. Benefits of Digital Assets 
1. Global Accessibility: Digital assets can be accessed, transferred, and utilised anywhere with an internet 

connection. 
2. Efficiency and Speed: Transactions involving digital assets are often faster than traditional financial systems, 

particularly for cross-border payments. 
3. Transparency and Security: Blockchain-based digital assets benefit from cryptographic security and 

transparent, immutable transaction records. 
4. Liquidity: Tokenisation enables fractional ownership and trading, increasing liquidity for traditionally illiquid 

assets like real estate. 
5. Innovation and New Business Models: Digital assets enable innovative applications like DeFi, NFTs, and the 

metaverse. 
 

6. Challenges of Digital Assets 
1. Regulatory Uncertainty: Governments and regulators are still defining frameworks for digital assets, leading to 

legal and compliance risks. 
2. Volatility: Many digital assets, especially cryptocurrencies, experience significant price fluctuations.  
3. Security Risks: Digital assets are vulnerable to cyberattacks, hacking, and fraud if not properly secured.  
4. Lack of Awareness: Many individuals and businesses are unfamiliar with how to use and manage digital assets 

effectively. 
5. Environmental Concerns: Energy-intensive blockchain networks (e.g., Bitcoin) have been criticised for their 

environmental impact. 



Real-life application of blockchain 
Blockchain technology has been widely adopted across various industries, including finance, supply chain, healthcare, 
retail, and government sectors.  
 

1. Financial Services 
JPMorgan Chase 

• Use Case: Cross-border payments and tokenisation of assets. 
• Implementation: 

o JPMorgan developed JPM Coin, a blockchain-based digital token used to facilitate instant payments 
between institutional clients. 

o They also built Onyx, a blockchain platform for interbank payments and information sharing.  
• Benefit: Reduced transaction times and costs for cross-border payments compared to traditional systems like 

SWIFT. 
 
Mastercard 

• Use Case: Payment tracking and fraud prevention. 
• Implementation: 

o Mastercard uses blockchain to secure transactions and provide a transparent ledger for payment 
processing. 

o They launched a blockchain-based B2B payment system to enhance efficiency and reduce reconciliation 
issues. 

• Benefit: Faster and more secure transactions with improved transparency.  
 

2. Supply Chain Management 
Walmart 

• Use Case: Food traceability and safety. 
• Implementation: 

o Walmart, in collaboration with IBM’s Food Trust Blockchain, uses blockchain to track the journey of 
food products from farm to shelf. 

o For example, they implemented blockchain to trace mangoes in the US and pork in China.  
• Benefit: Reduced time to trace the origin of products from days to seconds, improving food safety and recall 

processes. 
 
Maersk 

• Use Case: Shipping and logistics transparency. 
• Implementation: 

o Maersk partnered with IBM to create TradeLens, a blockchain-based platform that digitises the global 
shipping process. 

o It connects shippers, ports, customs authorities, and other stakeholders.  
• Benefit: Enhanced visibility and reduced paperwork, saving time and costs across supply chain operations.  

 

3. Healthcare 
Pfizer 

• Use Case: Pharmaceutical supply chain and counterfeit prevention. 
• Implementation: 

o Pfizer uses blockchain in collaboration with the MediLedger Network to track the provenance of drugs 
and ensure compliance with the Drug Supply Chain Security Act (DSCSA).  

• Benefit: Increased transparency in the pharmaceutical supply chain and reduced risk of counterfeit drugs.  
 
Medicalchain 

• Use Case: Patient health record management. 
• Implementation: 

o Medicalchain provides patients with control over their medical records by storing them securely on a 
blockchain. Patients can grant doctors or insurers access to specific records when needed.  

• Benefit: Improved data security and patient autonomy over personal health information.  
 

 



THE IMS CAPABILITIES – 
i.e. where are we at?    (This is the ‘A’ in the AGT model) 

 

A key input into the IMS strategy process is to understand the current IMS capabilities in terms of how it supports the 
current and planned organisation strategy and associated goals. The key areas to assess are the maturity of the IMS 
strategy process, the strategic importance of the current and planned IMS and the ability of that IMS to enable the 
organisation to achieve its business strategy. 
 

1) Nolan’s Stages of Growth Model 
 

Stage Characteristics 

Initiation 

This is the stage at which the IMS is first introduced to the organisation. It is characterised by:  
•low IMS expenditures; 

•small user involvement; 
•lax management controls over IMS implementation and operations; 
•focus on reducing costs and automating processes; 
•ease of use. 

Contagion 

At this stage, the IMS is enthusiastically adopted in a number of areas of an organisation. It is characterised by:  

•proliferation of IMS applications across different departments; 
•users superficially enthusiastic about using the IMS; 
•lax management controls over IMS implementation and operations continue; 

•rapid growth of budgets – but project and budgetary controls are not developed, leading to potentially sub-
optimal IMS investments (e.g. an IMS that is overly complex or has more capacity than required);  
•management regard the IMS as ‘just a machine’; 
•rapid growth of IMS use throughout the organisation’s functional areas; but may lead to an increase in IMS 

performance and support issues; 
•system sophistication requires employing specialised professionals and, due to the shortage of qualified 
individuals, employing these people results in higher costs. 

Control 

This stage is a reaction against excessive and uncontrolled expenditures of time and money on the IMS. In this 
stage, project management and management reporting systems are organised, which leads to development of 

programming, documentation, and operation standards. The major characteristics of this stage are: 
•increase in IMS use, and business demands for IMS and information; 
•greater importance attributed to IMS in the organisation; 

•centralised controls over the use and support of IMS put in place; 
•IMS applications are often incompatible or inadequate in meeting business objectives;  
•increased use of databases and communication technology (e.g. the internet); 
•increasing end-user frustration with the limitations of the IMS services provided. 

Integration 

This stage features the adoption of new technology to integrate IMSs that were previously  separate/disparate 

entities, and over-reliance on IMS controls. The key points in this stage are: 
•increase in user control over the selection and use of the IMS; 
•large IMS budget growth; 
•demand for online communication and database facilities; 

•users more accountable for their applications; 
•increased governance over the selection and evaluation of the IMS, including establishing steering committees 
and IMS financial planning; 
•more formalised management controls, standards, project management processes, etc.  

Data Admin 

This stage features a new emphasis on managing corporate data rather than technology. The  key characteristics 

are: 
•information and data administration is introduced covering controls and security over the  source and provision 
of information; 

•increased data analysis and mining techniques adopted by the organisation; 
•IMS applications portfolios are integrated into the organisation; 
•the IT department serves more as an administrator of data resources than of machines.  

Maturity 

In this stage, the IMS is implemented to meet the real information needs of the organisation. The key 
characteristics are: 

•IMS reflects the real information needs of the organisation; 
•IMS is aligned to the organisation’s business strategy, and developed to exploit competitive  advantage; 
•IT department considered as a data resource function; 
•increased emphasis on considering information as a strategic resource; 

•ultimately, users and IT department are jointly responsible for the use of the IMS and data resources within the 
organisation; 
•the manager of the IMS takes on the same importance in the organisational hierarchy as (say) the director of 

finance or director of HR. 

 



IMS and the Value Chain Analysis 
 

Activity Description IMS Support 
PRIMARY ACTIVITIES 

Inbound 
Logistics 

The processes whereby goods and raw 
materials are received from a supplier, stored 
until needed and then moved around the 
organisation. 

IMS applications used to support this activity include 
goods receipting and inventory control systems 

Operations 

The processes whereby goods are 

manufactured or assembled, or services are 
performed (e.g. room service operations in a 
hotel). 

•IMS applications supporting materials requirement 

planning(MRP) can be used to support this activity in a 
manufacturing organisation. 
•Time recording and a quality assessment IMS can be 
used in service organisations 

Outbound 
Logistics 

The processes whereby finished goods and 

services are sent along the supply chain to 
wholesalers, retailers or the final consumer. 

IMS applications supporting inventory control, sales 
delivery and management can support this activity. 

Sales and 
Marketing 

The processes whereby goods and services are 
sold and marketed to meet the needs of 
targeted customers. 

IMS applications supporting digital marketing and 
online promotions can support this activity. 

Service 
Includes all areas of service such as installation, 

after-sales service, complaints handling, 
training, etc. 

IMS supporting customer relationship management 
(CRM) can support this activity. 

 

SUPPORT ACTIVITIES 

Procurement 

Function responsible for purchasing goods, 

services and materials. The aim is to secure the 
lowest price for purchases of the highest 
quality 

IMSs can be used to support purchasing and supplier 

management. It can also be used to provide 
information for supplier and price negotiations. 

Finance 
Function responsible for providing accounting 
and financial reporting services to the 

organisation 

IMSs can be used to provide valuable business 
information through management information 

systems (MIS). 

HR 

Function responsible for the recruitment, 
selection, training and development of 
employees, as well as rewards and 
remuneration planning 

IMSs can be used to record personnel and payroll 
information 

Technology and 
IMS 

Function supporting the selection, 

implementation and maintenance of the IMS so 
as to reduce costs and to protect and sustain 
competitive advantage. 

IMSs can be used to provide information on the 

performance and use of IMS across the organisation. 
 

 
1. Organisations should assess the information intensity of the value chain. If customers or suppliers are highly 

dependent on good quality information, then intensity is high, and strategic opportunities are likely to exist. Higher 
intensity implies greater opportunity. 

 

2. Organisations should determine the role of IMSs in their industry sector (e.g. banking will be very different from 
contract cleaning). An organisation needs to know how buyers, suppliers, and competitors might be affected by, 
and react to, new technologies such as mobile banking. 

 

3. Organisations should identify and rank the ways in which IMSs can create competitive advantage – by affecting one 
of the value chain activities or improving linkages between them. An organisation must analyse how particular links 
of the value chain might be affected by IMSs. 

 

4. Organisations should investigate how IMSs might spawn new businesses. Excess IMS capacity or large corporate 
databases can provide opportunities for the spin-off of new businesses. To facilitate this, organisations should 
consider the following three questions: 

• What information generated (or potentially generated) by the business could be sold? 
• What IMS capacities exist to start a new business? 
• Does the IMS make it feasible to produce new items related to the organisation’s current products? 

 

5. Organisations should develop a strategy to take advantage of IMSs. The process of developing this strategy should 
be business-driven rather than technology-driven. 

 



ALIGNING THE IMS TO BUSINESS STRATEGY 
i.e. where are we going?    (This is the ‘G’ in the AGT model) 

 
The question of whether IT should lead the business or vice versa is a topic of ongoing debate in the field of 
information technology management. There is no one-size-fits-all answer, as the approach may vary depending on the 
organisation's industry, size, culture, and strategic objectives. Let's explore both perspectives: 
 
IT Leading the Business: 
Advocates of this approach argue that technology and IT capabilities are becoming increasingly vital for organisations 
to gain a competitive edge and drive innovation. In this view, IT is seen as a strategic enabler that can drive business 
transformation and create value. By having IT lead the business, organisations can leverage technology trends, identify 
opportunities for digital disruption, and align IT initiatives with strategic objectives. This approach can result in the 
development of cutting-edge systems that provide a competitive advantage. 
 
Business Leading IT: 
Those who support this perspective believe that business goals, customer needs, and market demands should drive IT 
initiatives. Business leaders are in the best position to understand the organisation's overall objectives, industry 
dynamics, and customer requirements. By having the business lead IT, organisations can ensure that technology 
investments are aligned with business needs, customer expectations, and market trends. This approach can foster 
better communication, collaboration, and a focus on delivering solutions that address specific business challenges. 
 
It is important to note that neither extreme approach is ideal in isolation. Effective IT management requires a close 
partnership and collaboration between IT and business stakeholders. When IT leads the business, there is a risk of 
technology-driven initiatives that may not align with actual business needs or provide tangible value. On the other 
hand, if the business exclusively leads IT, there is a risk of missing out on technological advancements and 
opportunities for innovation. 
 
To strike a balance, organisations should adopt a hybrid approach where IT and business leaders collaborate  closely to 
align technology initiatives with strategic goals. This requires active engagement, open communication, and shared 
decision-making between IT and business stakeholders. It is crucial to have a clear understanding of business 
requirements, customer needs, and market dynamics, while also leveraging IT expertise to identify technology 
solutions that can support and enhance business operations 
 
Ultimately, the success of system development depends on a collaborative approach that integrates the  perspectives 
of both IT and business leaders. Effective governance structures, regular communication channels, and shared 
accountability can help ensure that IT initiatives are aligned with business objectives, leading to the development of 
systems that meet the organisation's needs and drive positive outcomes.  
 

You must strike a balance with the goal of aligning the IT objectives with the business  objectives - this can 
be achieved using a balanced score card 

 
IT balanced scorecard that highlights key performance indicators (KPIs) across four perspectives: Financial,  Customer, 
Internal Processes, and Learning & Growth. The scorecard provides a balanced view of IT  performance, aligning IT 
goals with the overall organisational strategy: 
 
Use an IT BSC to determine drivers for the selection, implementation, and governance decisions made in relation to the 

IT planning & development - ALWAYS LINK BACK TO STRATEGIC BUSINESS OBJECTIVES 
 

 

 

 

 

 

 



EXECUTING THE IMS STRATEGY 
i.e. how to get there?    (This is the ‘T’ in the AGT model) 

 

In the final stage of the organisation’s IMS strategy, we shift our focus to the selection, acquisition, implementation 
and maintenance of the strategic IMS. These stages are referred to as the system development life cycle (SDLC) 
methodology and can be applied to all forms of IMS and organisations. Here we will follow a 6 step process, as follows:  
 

1)   Defining the IMS proposal 
 

This is the first stage in any strategic IMS implementation and its primary purpose is to determine whether the IMS 
proposal could be successful. It involves a high-level assessment of the IMS options that have been identified to 
support the achievement of the relevant strategic objective(s).  
 
The proposal will include a description of the proposed IMS, an assessment of the ability of the IMS to meet the 
strategic objectives (also highlighting any requirements that will not be met), an overview of the costs, benefits and 
implementation timeframe for each option and a high-level assessment of the impact of the IMS on existing business 
resources and processes 
 
IMS implementation failure is regularly attributed to poor IMS proposal development, assessment and selection 
processes. 
 
The output from this stage is a high-level IMS proposal identifying the preferred IMS option – this option will be subject 
to further consideration – and the completion of a feasibility assessment. 
 

2)   Assessing Feasibility of an IMS 
 

Defining Business Strategic Objectives and High-level IMS Requirements 
This activity ensures that the IMS is aligned to the organisation’s strategic objectives and will provide or protect 
competitive advantage. In addition, the critical success factors (CSFs) for the IMS should also be confirmed for ongoing 
tracking – 
 
▪ Cost reduction: typically, the key driver for introducing a new IMS. This is normally assessed by completing a cost–

benefit analysis, discussed below. For example, the introduction of online IMSs will typically result in reduced 
transaction processing costs. 

▪ Capability: new IMSs can provide a new capability to an organisation. For example, the introduction of e-business 
introduces a new sales channel and an extended customer and geographic reach.  

▪ Communications: new online IMSs will result in improved communications with internal and external stakeholders, 
employees, partners, customers and suppliers. 

▪ Customer service: this can be improved by introducing a ‘customer-facing’ IMS that can be used directly by the 
customer at any time (24/7 IMS) and anywhere (online IMS). 

▪ Control: new IMS should provide improved information quality that can be used for management decision-making, 
monitoring and control. 

▪ Competitive advantage: if the IMS supports a reduced time to market and improved product and service quality, 
then the organisation may achieve competitive advantage. For example, Tesco was one of the first stores to offer a 
home ordering and delivery service through its online store. 

 
 

Evaluating and Selecting an IMS Acquisition Method 
 

 
 


